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Abstract
Sexting, while becoming commonplace in the age of mobile
phones, is still not well-studied outside of the context of youth
or risk prevention. Taking the perspective that sexting is a
normal intimacy-building behavior rather than a deviant prac-
tice that should be prevented, this work studies the computer
security and privacy mental models and technology use of
adults who sext. We conducted an online survey of adults who
have sexted (N = 247), asking participants about which plat-
forms they use to sext, their general sexting behaviors, what
security and privacy concerns they have around sexting, and
how they mitigate those concerns. We find, for example, sig-
nificant concerns around sexts participants send “getting out”
and being misused, as well as concerns around receiving un-
solicited sexts. We also find that while participants use some
technical strategies (e.g., using platforms with disappearing
messages), they commonly rely on non-technical strategies
like trust in their partner to mitigate concerns. We ground
our findings in Citron’s legal framework of sexual privacy to
support individual autonomy, intimacy, and equality, and we
make design recommendations for communication platforms
to support usable security and privacy for sexting.

1 Introduction

Sending or receiving nude or semi-nude photos and other me-
dia (often called “sexting”) is a common sexual behavior for
adults in the United States, as technology has allowed greater
ease of sharing and accessing sexual media [34]. The rise of
ubiquitous mobile devices has supported sexting practices —
for example, the major social media platform Snapchat was
founded based in part with the idea of making it less risky
to sext [28], and many other apps exist that aim to provide
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privacy protections for interpersonal communications.
While sexting has become common, much of psychology

work has characterized it as deviant behavior [64]. This per-
spective leaves out the opportunity to understand and design
for sexting as a normal human behavior. Sexting does carry
real risks — not due to an inherent immorality, but because
sexts can be abused. For example, 1 in 25 Americans has
been a victim of “revenge porn” (in which sexual imagery of
someone is distributed without their permission) or threats
of it. Women below 30 are more likely to be targeted than
men or older women, and queer individuals are more likely
to be targeted than heterosexual individuals [39]. But sexting
also provides significant benefits, enabling self-expression
and intimacy building in consensual relationships [15].

Thus, in this work, we engage with sexting as a normal
adult practice and study people’s technology-related concerns
and practices related to sexting. Our work builds on and com-
plements a call from the law and policy community to “con-
ceptualize sexual privacy clearly and to commit to protecting
it explicitly” [15]. We aim to understand how people navigate
and conceptualize issues of privacy and security, and begin to
articulate a framework for future research and development in
usable security and privacy for sexting. We ask the following
research questions:

1. RQ1: Practices and Experiences. What are people’s gen-
eral practices and experiences with technology-mediated
sexting?

2. RQ2: Concerns. What are people’s computer secu-
rity concerns and threat models related to technology-
mediated sexting?

3. RQ3. Mitigations. What are people’s (technical or non-
technical) mitigation strategies for managing these con-
cerns?

We present results from an anonymous online survey of
adults who have sexted at some point in their lives (N = 247).
We asked questions about with whom, how often, and on what
platform people sext, as well as about their concerns and mit-
igation practices. We find significant concerns around both
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sending sexts (e.g., that they will “get out” somehow, be mis-
used in specific ways, or be seen accidentally by the wrong
person) as well as receiving them (e.g., receiving unsolicited
sexts or shoulder-surfing of solicited sexts). We further find
that people rely heavily on non-technical strategies for miti-
gating these risks, including conscientiously establishing trust
and social contracts with their sexting partners — suggesting
a potential role for sexting platforms in helping scaffold or
support these social contracts.

We close by making design recommendations and identify-
ing opportunities for future research, grounded in Citron’s le-
gal sexual privacy framework to support individual autonomy,
intimacy, and equality around sexting. Our work lays a foun-
dation for considering and supporting security and privacy for
sexting as a normal behavior among technology-using adults.

2 Motivation and Related Work

We define “sexting” as the technology-mediated interpersonal
exchange of sexual media, including flirtatious or sexually
explicit text or emojis, and nude or semi-nude photos and
videos. In this section, we survey prior scholarship on sexting
and usable security, identifying gaps that motivate our work.

2.1 Scholarship on Sexting
Sexting has become a common practice: Herbenick et al.
found that 27% of adult women and 24% of adult men in the
United States sent nude or semi-nude photos of themselves
to someone [34], and Madigan et al. found that 14.8% and
27.4% of teens send and receive sexts, respectively [42].

Academic Framing. Despite the pervasiveness of sexting,
much of the academic work has focused on youth and young
adults [22, 33, 64]. Furthermore, early literature on sexting
treated it as a high-risk, deviant behavior, rather than an im-
portant part of adult social life that is just as normal as not
sexting [21, 37]. Döring calls for an approach to sexting that
acknowledges both “vulnerability and sexual agency” [21].

Research on youth has pointed out important concerns, such
as adolescents feeling pressured to sext due to the erroneous
belief that "everyone is doing it" [41, 77]. While youth and
adult sexting both share some of the same risks and questions,
it is important to also study the adult risk landscape. Our work
seeks to better understand how adults (not just students) sext,
from a perspective that views sexting as normal (and even
important) intimate communication. Research scholarship
on consensual sexting behavior has highlighted its positive
role in relationship satisfaction [11, 20, 72], and that the affor-
dances of sexting may lead to stronger sexual norms around
explicit communication and consent [32]. Other work high-
lights potential issues that can arise with sexting, such as if
the content is distributed without authorization, or if it occurs
under pressure or as the result of coercion [5, 13, 73].

Mitigation Strategies. Our study expands on prior work on
sexting concerns and mitigations. Sex education researchers
have studied how to teach youth about safe sexting and navi-
gating consent, coercion, and digital footprints [36, 61]. Ren-
frow et al. found that college students minimized perceived
risks through strategies around controlling sexting content, in-
cluding ‘keeping it fun’ (avoiding more vulgar terms), limiting
explicitness, and creating plausible deniability [64]. Amund-
sen [5] conducted qualitative interviews with women about
the role trust has as a mitigation strategy for non-consensual
sext sharing, and how the responsibility of mitigating risk
may disproportionately fall upon victims, which are themes
reflected in other work [74]. These prior studies do not deeply
consider the role of technology (which can both create new
concerns and support new mitigations) in sexting. In this
work, we take a computer security point of view.

Beyond academic research, there are numerous applica-
tions that aim to (or are commonly used to) support sexting,
as well as online guides for how to sext “securely”. For ex-
ample, Vice [45] lists guidelines including: get consent and
set expectations, check for identifying details in photos, turn
off services that automatically backup photos, wipe photos
of EXIF metadata, and choose a communication app based
on one’s concerns. In terms of applications, Snapchat is pop-
ular with disappearing messages (which disappear quickly
from the user interface, and are deleted from Snapchat servers
within 30 days [1]), among other features such as screenshot
notifications and a password-protected photo album. Other
sexting guides list encrypted messaging platforms such as
Signal, Whatsapp, and Facebook Secret Messenger. Less well-
known examples include Kaboom (which allows users to send
a disappearing message through a link, so that the receiving
party can see the message without installing Kaboom) and
Confide (a messaging app that has disappearing encrypted
messages and screenshot notifications).

2.2 Sexual Privacy Framework

Legal scholar Danielle Citron argues that sexual privacy —
“the social norms (behaviors, expectations, and decisions) that
govern access to, and information about, individuals’ intimate
lives” — is a privacy value of the highest order because it is
central to sexual agency, intimacy and equality: “[w]e are
free only insofar as we can manage the boundaries around
our bodies and intimate activities” [15]. Citron outlines how
sexual privacy is foundational to (1) securing autonomy, (2)
enabling intimacy, and (3) protecting equality.

While other privacy frameworks exist, such as contextual
integrity [56], we find sexual privacy to be most appropriate
for framing our study, as it forefronts the existence of unequal
vulnerabilities (something that norm-based privacy theory
does not do [49]). We briefly summarize these properties here,
helping to motivate why protecting sexual privacy is crucial.
We then place our results and recommendations in terms of
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this framework in Section 5.

Securing Autonomy. Citron and others argue that sexual pri-
vacy is fundamental to the exercise of human agency and
autonomy [15]; it is what allows individuals to manage the
boundaries of their bodies and their intimate lives [3,48]. This
autonomy, in turn, is viewed as fundamental to individual self-
development and identity formation (who we are and who we
might be in the future) [8, 48, 52, 62]

Enabling Intimacy. Scholars have also argued that sexual
(and other) privacy is critical to cultivating interpersonal inti-
macy, affection, and trust [15,26,65]. Indeed, research demon-
strates that sexual privacy is key to the formation, mainte-
nance, and growth of intimate relationships [4, 10, 27, 63, 76].
Intimacy is associated with important consequences for indi-
vidual personal welfare, including heath, well-being, commu-
nity attachment and sexual sociality [30]; research has further
established a positive relationship between sexual activity and
such outcomes as lifespan [59] and overall happiness [9].

Protecting Equality. Sexual privacy also implicates issues
of equality, justice, and power [18, 66], as women, sexual mi-
norities, and nonwhites continue to bear the disproportionate
burden of sexual privacy harms, such as surveillance, harass-
ment, and abuse [14, 15, 67, 70, 71]. More broadly, political
theorists argue that intimacy is a matter of justice, as access
to access to intimacy is critical to accessing primary social
goods such as wealth and self-respect [6, 15]. Scholars also
underscore how the intimate sphere, both digital and non, is
inextricably tied to relations of power [7, 8, 14, 23, 35, 58]
and has historically been a key determinant of social and
economic welfare [6, 23, 31].

2.3 Scholarship in Usable Security & Privacy

Finally, our work is situated in the broader space of usable se-
curity and privacy research, particularly studies on how people
navigate sharing information in interpersonal relationships,
such as account and device sharing in relationships [46, 60],
online dating [16], social media [43], and human traffick-
ing [12]. Freed et. al and others have studied how technology
and information shared during the beginning of a trusting
relationship gets abused when that turns into intimate part-
ner violence [24, 25, 47]. These various settings surface both
overlapping lessons (e.g., how changes in relationships over
time lead to different security or privacy vulnerabilities [40],
such as a parent giving a child more privacy as they grow
older [29]) as well as distinct challenges for different popu-
lations. At the highest level, these works reflect that threat
modeling and design must follow a socio-technical approach,
considering the properties of technology, how people use it,
how people interact with each other, and societal expectations
for such behavior.

3 Methods

We designed an anonymous online survey, using both close-
and open-ended responses, to investigate the technology-
related sexting behaviors and concerns of adults.

3.1 Ethical Considerations
Our study was reviewed and determined exempt by our in-
stitution’s IRB. Given the potentially sensitive nature of our
topic of study, we did not collect any identifying information
from participants. Only participants who indicated that they
were 18 years old or older were able to complete the survey.
The opening paragraph to the survey emphasized that sexting
is a common practice and that we as researchers are not taking
a judgemental stance on it. The majority of questions were
optional, including the choice “Prefer not to say”. Participants
could opt out of allowing their (anonymous) quotes from free-
response answers to be used in this publication. The quotes
we include in our results were chosen to illustrate patterns of
behavior, rather than any individual’s unique or potentially
identifiable situation.

3.2 Recruitment
To recruit participants, we posted links to the survey on our
personal Facebook, Twitter, and TikTok accounts. To widen
recruitment beyond our personal networks, we distributed our
survey via physical fliers in a major U.S. city and posted
online to Reddit “subreddits” (e.g., /r/sex). Because prior
literature often fails to capture the nuances of sexting among
sexual and gender minority communities (e.g., [19]), we also
recruited specifically from queer social media groups and
apps; this may explain why we sample more non-straight
identifying participants than reflected in the United States
population [55]. Four $20 gift cards were provided to random
participants.

Upon beginning the anonymous online survey and after
indicating their informed consent, participants were directed
to questions that established whether they were at least 18
years old and whether they have ever engaged in sexting. If
participants were under the age of 18 or indicated never having
participated in sexting, they were dismissed from further data
collection and analysis. We excluded people who had not
sexted before because our research questions focus on existing
behaviors.

3.3 Procedures
We chose an online survey method to allow us to capture a
broad population of people who sext [54]. We were especially
interested in engaging with individuals over 18 because ex-
isting literature skews heavily towards youth and adolescent
sexting practices [64]. To ensure that our research reflected
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Gender Sexual Orientation Age Range Intimacy Status
Male 30.36% Straight 46.96% 18-24 52.23% Single 25.10%
Female 61.54% Questioning 2.02% 25-34 37.25% Dating 35.22%
Non-binary 9.72% Gay 8.10% 35-44 6.07% Engaged 3.24%
Prefer not to say 0.81% Lesbian 7.29% 45-54 3.24% Married 10.53%
Self-describe: 1.21% Bi/Pan 23.08% 55-64 1.21% Divorced 2.02%

Queer 6.48% Friend-with-benefits 16.60%
Trans 5.67% Asexual 1.21% Casual sex 11.74%
Cis 89.47% Prefer not to say 1.62% Casual dating 16.19%
Questioning 3.24% Self-describe: 3.24% Prefer not to say 1.62%

Table 1: Demographics of 247 survey participants included in our analysis. Gender and intimate status categories were not
mutually exclusive, so participants could use multiple labels to describe themselves.

Relationship Practice
Monogamous 77.33%
Polyamorous 16.19%
Prefer not to say 6.48%

Table 2: Participants’ relationship practice (N = 247).

the full constellation of gender identity, we followed Klaus et
al.’s HCI Guidelines for Gender Equity and Inclusivity [68]
in designing our demographics questions, which were asked
at the end of the survey.

We asked three classes of questions in our survey, corre-
sponding to our three research questions: (1) questions about
general technology-enabled sexting practices; (2) questions
about sexting-related concerns; and (3) questions about miti-
gation strategies to manage those concerns. The full survey
instrument can be found in Appendix A.

For questions related to concerns around sending or receiv-
ing sexts, we first asked an open-ended free response version,
followed by a multiple-choice version. The goal was to first
elicit concerns naturally, without priming participants about
what they could or should be concerned about.The multiple
choice options were based on our own hypotheses as well as
informed by an existing survey related to concerns among
university students around sexting [64].

For participants who completed the survey, they could opt-
in to submitting their email to be entered into a raffle for a
$20 gift card. Their email was not linked to their survey data.

3.4 Data Analysis

We collected a total of 330 finished surveys, 249 with respon-
dents who selected that they were at least 18 years old and
had sexted before. Three researchers went through the open-
ended data to look for disingenuous (e.g., joke) answers; we
removed 2 respondents and completed our data analysis based
on the remaining 247 responses.

For each open-ended free-response question, three re-
searchers independently inductively coded those questions be-

fore discussing and agreeing on a set of qualitative codebooks
(a separate codebook for each open-ended question). For ques-
tions where we asked an open-ended question followed by
a similar multiple choice question, we incorporated the mul-
tiple choice options into our codebooks where appropriate.
With the finalized codebooks, two researchers independently
recoded the open-ended responses. All open-ended responses
could have been coded with multiple labels.

Following McDonald et al.’s guidelines on when to seek
coding agreement [50], for open-ended questions with simple
responses, we used only one coder. For open-ended questions
with more complex responses that we discuss quantitatively
(concerns about sending sexts, and managing sending con-
cerns), two researchers double-coded all responses. We calcu-
lated Cohen’s κ for inter-coder reliability, given that we had
two coders and nominal data [51]. For concerns about send-
ing sexts, we had a κ of “substantial” (0.61–0.80) to “almost
perfect agreement” (0.81–1.00) for 91.3% of categories. For
managing sending concerns, we had a κ of “substantial” to
“almost perfect agreement” for 93.76% of categories. (More
details on κ per category can be found in Appendix C). We
discussed discrepancies between coders for all codes until we
reached a near-consensus.

We compare answers to some multiple choice questions
across genders for statistical differences. Since respondents
were able to select multiple genders, we evaluate differences
with a test of multiple marginal independence, which is cal-
culated using a modified Pearson’s Chi-squared statistic and
a bootstrapping method to estimate the sampling distribu-
tion [38]. We use a significance level of α = 0.05. We report
Cramer’s V for effect size on a scale of 0 to 1 (with asso-
ciations > 0.10 indicating at least a small effect [17]). We
discarded participants who selected “Prefer to self-describe”
(2 respondents with different answers) or “Prefer not to say”
for their gender, leaving us with three nominal variables (male,
female, non-binary). Since we asked if participants were trans-
gender in a separate question, we cannot distinguish that cat-
egory with this analysis, and our results are limited in that
respect.
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Figure 1: Participants reported how often they sent and re-
ceived nude or semi-nude videos, photos, and sexual or inti-
mate messages (N = 247). *1 person selected “Prefer Not To
Say” for how often they received videos.

4 Results

We now turn to our results, based on the 247 valid survey
responses from sexting adults, and organized around our three
research questions (general practices in Section 4.1, concerns
in Section 4.2, and mitigations in Section 4.3).

Table 1 summarizes the demographics of our participants,
and Table 2 summarizes the types of relationships they con-
sidered while reporting on their sexting behaviors.

4.1 Sexting Practices and Experiences

We begin by considering general sexting practices and experi-
ences, to help provide context for the concerns, mitigations,
and design recommendations that follow.

Social Media
Platform

Direct
Message

Private
Post

Public
Post Story Other

Facebook/
Messenger

44 3 2 0 4

Twitter 13 6 2 0 1
Instagram 36 7 2 2 1
Snapchat 114 14* 3 1 1

Other 42 4 4 0 5

Table 3: Multiple-choice responses to what social media
platforms and communication type that participants use to
send/receive photos or videos (N = 220; this excludes partic-
ipants who only send intimate text). *Snapchat has “private
stories”, not “private posts”; this wording error may have
confused participants.

4.1.1 Sexting Frequency

We found that 58.6% (144) of our participants said they cur-
rently sext, 33.6% said they have sexted before and may again
in the future, and 8.8% said they have sexted before but no
longer plan to. Considering sexting medium (i.e., video, im-
age, or text), we found that text-based messages and nude
or semi-nude photos were the most common, compared to
nude or semi-nude videos (which only half of our sexting
participants reported sending or receiving). The results look
similar for sending and receiving frequency, suggesting this
behavior is reciprocal. Figure 1 breaks this down in detail.

For participants who reported not currently sexting (regard-
less of whether they plan to in the future), we asked them why
they stopped sexting. This question was multiple choice and
optional; 106 participants responded. Of those, 45 said they
stopped because they were no longer in a relationship with
the person they sexted, and 31 said it was because they were
no longer in a long-distance relationship. 28 said they were
not interested, and 10 said they had had a poor experience.
In a free-response follow-up question, out of the 10 people
who selected having had a poor experience, 3 said sexting felt
awkward, and 1 person said they were scammed.

For people who said they would sext again in the future,
the majority marked their reason for stopping as no longer
being in a relationship. For the people who said they would
not sext again in the future, the majority marked their reason
as not interested, with their explanations including “I honestly
wasn’t super into it”, “no longer feels private”, and “it felt like
I was forcing myself into it”.

4.1.2 Device and Platform Usage

Our participants primarily sext on their smartphone devices:
244 use their phone, 73 use their computer, and 16 use their
tablet (with some using multiple devices, i.e., these responses
are not mutually exclusive).

When asked about how they use social media to send
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Other Platforms
SMS 137 62.27%
Whatsapp 38 17.27%
Grindr 19 8.64%
Tinder 11 5.00%
Telegram 10 4.55%
Signal 6 2.73%
OkCupid 4 1.82%
Hinge 3 1.36%
Kaboom 1 0.45%
Confide 1 0.45%
Other 28 12.73%

Table 4: Multiple-choice responses to what other platforms
participants use to send/receive photos or videos (N = 220).

sexting-related photos/video, the majority of our participants
answered that they use Snapchat direct message (114; see
Table 3 for the full breakdown). For other platforms, SMS
had the highest usage (for sending photos/video) at 137 par-
ticipants, possibly because it is a phone’s default messaging
app. (2 “Other” responses explicitly mentioned iOS Message,
which respondents may have also counted as SMS.) “Other”
responses included: Tumblr, Whisper, Kik, Skype, Reddit, Dis-
cord, Wired, Burner, email, and other dating sites. We do not
have data about whether participants used these exclusively
for sexting or also for other purposes. Considering sexual
and intimate text messages, the distribution of platforms used
looks similar to what we see for photos/video in Table 3

Some participants reported using platforms that explicitly
include security- and/or sexting- related functionality. For
example, Snapchat has disappearing messages, screenshot
notifications, and a password-protected photo album. Consid-
ering the more obscure platforms mentioned by participants:
Burner provides a temporary new phone number that allows
for communication while obscuring one’s actual phone num-
ber, Wire is an end-to-end encrypted communication app, and
Kik and Whisper tout themselves as anonymous social media
services. We returns to people’s uses (or non-uses) of these
features in Section 4.3

4.1.3 Storing Sexts

We explicitly asked participants about their practices around
storing their own and other people’s nude or semi-nude im-
ages or videos (which we refer to by the shorthand “nudes”
below). We note that these responses must be interpreted un-
der the risk of social desirability bias: participants may have
underreported socially undesirable behaviors, such as storing
or sharing sexts without consent.

With respect to one’s own nudes, we found that out of 247
responses, 130 (52.6%) said they stored nude or semi-nude
photos or videos of themselves, 114 said they did not, and
3 said preferred not to answer. We find that storing nudes

Reasons for Saving Received Nudes
To use/look at later 80
Insurance 5
Saving is app default 5
Partner is away 4
Asked by sender to save 4
To share with friends/others 3
To be able to find more easily 2
Mutual saving 2

Table 5: Coded counts of participant open-ended responses to
why they saved sexts sent to them (N = 145).

received from other people is even more common: among
234 participants who reported having received a sext and
answered this question, 145 (62.0%) stated they have saved
nude photographs or videos they received, 85 said they had
not saved any, and 4 preferred not to answer.

For participants who store others’ nudes, we asked addi-
tional questions about why and how they are saved (which
may help explain why more participants’ save other people’s
nudes than their own). In response to an open-ended ques-
tion about why, most participants mentioned saving others’
nudes for later use (e.g., nostalgia, to masturbate). Several
participants mentioned saving to share media with friends, but
none of those responses explicitly mentioned getting consent
from the sender to share. Two people noted they saved content
with no intention of sharing it, and 9 people thought it was
assumed they would save a partner’s photos. We note that 24
people did mention that they saved nudes with permission
from sender (and 4 people mentioned they were even asked by
the sender to save). In this case, this number is a lower bound
on how many participants received explicit consent to save
nudes, since we did not specifically ask this in the question.

In the words of one participant:

“I saved them because my girlfriend took the time
to take a nice photo, just for me, and she’s given
me the OK to save them. When I miss her, it helps
to look through a medley of sexual and non-sexual
photos of her.” – Male, straight, 18-24

In another question, we asked explicitly about whether
senders knew that nudes had been saved by the participant.
Out of 145 responses, 110 said that senders knew, 24 said
some of the senders know, 7 said they do not know, and 4 pre-
ferred not to say. When we consider how nudes were saved,
we note that only a small number of participants reported
methods that explicitly aim to avoid knowledge by the re-
cipient: 56% of participants directly stored to device, 37%
took a screenshot, 5% (10) took a photo (presumably to cir-
cumvent screenshotting notifications, i.e., taking advantage
of the “analog hole”), and 3% selected “Other”: one respon-
dent mentioned using screenshotting apps to prevent Snapchat
screenshot notifications (e.g., Private Screenshots), and an-
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Plans for Received Nudes that are Saved
Save them until asked to delete them 56 38.62%
Save them indefinitely 48 33.10%
Save them for some amount of time 27 18.62%
Other 13 8.97%
Prefer not to say 1 0.69%

Table 6: Single-choice responses from participants who said
they save nudes sent to them for what they plan to do with
them (N = 145).

other mentioned saving to a private folder.

For participants who save other people’s nudes, 75 said they
store on their device’s photo storage (e.g., “Camera Roll”),
49 said a separate on-device album, 32 said a specific secret-
keeping app (e.g., Snapchat’s “My Eyes Only” folder, Vault,
or an encrypted folder on a desktop/laptop computer), and
17 said online (e.g., Google Photos, Dropbox; some apps
mentioned in the prior option are also online storage). Only 5
participants noted that their reason for saving is because this
is the app’s default behavior, but we suspect that this is an
under-count, since many participants mentioned using SMS
and other apps that automatically save content by default.

Out of the 145 participants who said they save other peo-
ple’s nudes (see Figure 6), most said they would save until
asked to delete. For respondents who selected “Other” and
“Save them for some amount of time”, many explained that
they might save until the end of the relationship, or save for
time periods ranging from a week to years. One person men-
tioned they assume the photos would be automatically deleted
when iPhone’s cache is full, and another person mentioned
that they have not thought that far ahead.

Overall, our results suggest common practice involves sav-
ing received sexts — not typically for nefarious purposes, and
often (reportedly) with the consent and knowledge of the
sender. Given these legitimate uses, a recommendation or
platform-enforced policy of not saving received nudes would
often be impractical and overly restrictive.

4.1.4 Sharing Sexts

We also asked explicitly about whether participants shared
received sexts with others. Out of 247 responses, 32 said yes,
213 said no, and 2 said they prefer not to say. For yes an-
swers, many people mentioned showing to friends or partners,
and some mentioned sharing unsolicited photos for support
and mockery. Some participants took measures to protect the
privacy of the sext’s creator, including getting explicit permis-
sion to share or anonymizing or otherwise editing the sexts —
for instance, cropping and censoring identifying information.

Concerns Sending Sexts
Sexts get around to other people 93 75.00%

Sexts used as blackmail 83 66.94%
Receiver’s devices will get hacked

and the content will get out 78 62.90%

Receiver will intentionally share
content with others 72 58.06%

Regret 58 46.77%
Sexting causes ridicule from others 40 32.26%
Not sure I sent it to the right person 38 30.65%
Bullying or harassment from others 29 23.39%

Unwanted attention 28 22.58%
Legal liability 25 20.16%

Sexting makes people feel led on‚ used‚
or misunderstood 24 19.35%

Damages relationships 19 15.32%
Conflicts at work 19 15.32%

Unwanted sexual contact 15 12.10%
Engagement with law enforcement 10 8.06%

Other 9 7.26%

Table 7: Multiple-choice responses to what concerns partici-
pants have when sending sexts (N = 124). This excludes 122
participants who send sexts but did not indicate that they have
concerns around sending sexts.

4.2 Concerns around Sexting
We now turn to our participants’ concerns around sending and
receiving sexts. For both types of concerns, we first asked an
open-ended question to elicit natural, non-primed concerns,
followed by a multiple-choice question that allows us to eval-
uate the frequency of named concerns.

4.2.1 Concerns Around Sending Sexts

Table 7 shows participant concerns about sending sexts in
response to our multiple choice question. The following con-
cerns were most prevalent: “Sexts get around to other people”
(93) and “Sexts used as blackmail” (83). Similarly, the most-
used codes for the open-ended concern question (which, again,
was asked before the multiple choice) was “Sexts will get out”
(38) and “Shared/shown to others” (24). While some partici-
pants indicated only generic concern, others indicated a more
specific threat model, specifying adversary (e.g., partner or
platform) or consequence (e.g., impact on career or possible
negative judgement). For example, one participant wrote:

“We live in a society of prudes — I worry that things
will leak and get out there and people will judge
me for what I have shared with someone under
the pretext that it was going to be private.” – Non-
binary, asexual, 25-34

Many fewer participants in the open-ended response men-
tioned “Sexts used as blackmail” (9), “Revenge porn” (8),
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Concerned about sexts being used as blackmail?
No Yes Total

Male 57 17 74
Female 93 59 152
Non-Binary 15 9 24

Table 8: N = 243. N here and for Table 9 includes all partici-
pants who said they send sexts and who selected at least Male,
Female, or Non-binary for their gender.

Concerned about sexts causing ridicule from others?
No Yes Total

Male 69 5 74
Female 123 29 152
Non-Binary 20 4 24

Table 9: N = 243.

or “Misuse” (11) as concerns, compared to the 83 responses
to “Sexts used as blackmail” in the multiple-choice ques-
tion; there is a similar discrepancy with the hacking concern.
Participants may not have considered the multiple-choice con-
cerns without being prompted to, or found the multiple-choice
questions easier and/or less effort to answer.

Our open-ended question surfaced concerns we had not
anticipated in our multiple choice options. The language “re-
venge porn”, “blackmail”, and “misuse” was used rather than
“Bullying or harassment” (from the multiple choice question).
Some responses also gave insights into participants’ thoughts
about potential adversaries: 10 respondents noted they were
not concerned because they trusted their partner, and 3 noted
they were not concerned because they trusted the app. On the
flip-side, 6 respondents mentioned not trusting the platform
companies, and 3 respondents were concerned about bugs or
vulnerabilities in the app. Other concerns not mentioned in the
multiple choice options included deanonymization (7), recipi-
ent will save sexts (6), insecure network or cloud (2), photos
will be modified (1), and images will be used to impersonate
sender (1). Referring to both saving sexts and deanonymiza-
tion concerns, one participant wrote:

“People will save the photos. Specifically photos of
my face and body together.” – Male, gay, 18-24

In the open-ended questions, many responses were vaguely
worded and did not specify the person or platform that some-
how distributes or leaks their content. Such responses could
be a reflection of vague or broad threat models in the mind
of the participant, or of survey fatigue and the limitation of
not being able to follow up for elaboration. To the extent
that these responses suggest genuinely adversary-less threat
models, they reflect Venema et al.’s findings, in which the
responsibility of people who share explicit photos without
consent is invisible in how the risks are described (e.g., “they
[i.e., the photos] spread” or using the passive voice) [74].

Concerns Receiving Sexts
Receiving unsolicited content 43 66.15%

Shoulder surfing 34 52.31%
My device will get hacked

and their content will get out 29 44.62%

Not really the person I think it is 10 15.38%
Other 6 9.23%

Table 10: Multiple-choice responses to what concerns partici-
pants have when receiving sexts (N = 65). This excludes 185
participants who receive sexts but did not indicate that they
have concerns around receiving sexts.

Gender Differences for Sending Concerns. Men were sig-
nificantly less likely to be concerned about blackmail (p =
0.02, V = 0.15), with 22.97% of men, 38.82% of women,
and 37.50% of non-binary individuals selecting being con-
cerned (Table 8). Men were also significantly less likely to be
concerned about ridicule (p = 0.04, V = 0.15), with 6.76%
of men, 19.08% of women, and 16.67% of non-binary in-
dividuals selecting being concerned (Table 9). We did not
see significant gender differences for other sending-related
concerns.

4.2.2 Concerns About Receiving Sexts

Table 10 breaks down participant concerns about receiving
sexts in response to our multiple-choice question. The greatest
concern was over unsolicited sexts — a concern that is well-
founded, given that out of 247 responses, 56% of people (138)
said they have previously received unsolicited sexts.

Another major concern was shoulder-surfing, a concern for
both receiving and sending sexts. One participant wrote:

“I want a warning before. [I] do not want to open a
snap with a nude and have my grandmother sitting
next to me. [I] must have warning in advanced.” –
Female, lesbian, 18-24

Again, our open-ended question surfaced additional con-
cerns, including the sender may escalate behavior/harassment
(3), receiving a sext in an inappropriate context (2), being
triggered(1), future regrets (1), receiving illegal material (1),
and false accusations (1). There were 10 multiple-choice re-
sponses to concern over sender authenticity (i.e., being sure
about the identify of the sender), versus only 1 response in
the open-ended question.

Another concern was feeling forced to reciprocate the sext
(4), i.e., forced to send back a sext or engage in other related
behavior. For example:

“I am concerned that by me receiving sexts, it gives
off the impression that I am open to any sexual
activity/interaction with the other party.” – Female,
straight, 18-24
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Have you received an unsolicited sext?
No Yes Total

Male 42 33 75
Female 55 94 149
Non-Binary 7 16 23

Table 11: N = 243. N includes all participants who selected
at least Male, Female, or Non-binary for their gender.

“I often feel coerced into responding via reciproca-
tion and if I don’t then the person will be angry.” –
Female, bi/pan, 24-34

Gender Differences for Unsolicited Sexts. Women and non-
binary individuals were significantly more likely to receive
unsolicited sexts (p = 0.005, V = 0.19) and be concerned
about that (p = 0.04, V = 0.15). 63% of women, 69.5% of
non-binary people, and 44% of men have received an unso-
licited sext (Table 11), and 21.85% of 151 women, 20.83%
of 24 non-binary people, and 9.33% of 75 men indicated that
they were concerned about this.

Women were also significantly more likely to be concerned
about shoulder-surfing (p = 0.02, V = 0.15), with 17.88% of
151 women, 6.67% of 75 men, and 8.33% of 24 non-binary in-
dividuals being concerned. These comparisons can be viewed
in table form in Appendix B. This result echoes the earlier
finding that women are more likely to be concerned about
negative judgement (ridicule) as a consequence of sending
sexts. We did not see significant gender differences for other
receiving-related concerns.

4.3 Mitigation Strategies
Finally, this section reports on participants’ mitigation strate-
gies for the concerns mentioned above, again elicited via both
open-ended and free-response questions. We observed that
participants mentioned both technical as well as significant
non-technical mitigations strategies.

4.3.1 Technical Strategies

In both the open-ended question (34) and in the multiple
choice question (57), participants mentioned that they man-
age concerns by picking a platform with specific features they
want. The most common featured mentioned (23 in open-
ended) was disappearing messages. (The most-mentioned
disappearing message app was Snapchat, consistent with re-
sponses about platforms used for sexting.) Another feature
often mentioned (and also supported by Snapchat) is notifica-
tions when the recipient takes a screenshot of a sent message
or image. While these UI-based features may be sufficient
to enforce privacy in most circumstances, we note that this
mitigation feature alone would not be sufficient if someone
is concerned about a receiver sharing supposedly ephemeral

Concern Management Behavior
Only sexting with people you trust 110 79.14%
Using disappearing messages (e.g.,

Snapchat, Instagram stories) 65 46.76%

Prior talks to set rules/boundaries 59 42.45%
Choose app with features you want 57 41.01%

Limiting how explicit the sext is 53 38.13%
Ensuring plausible deniability e.g. not

including identifying marks in photo 51 36.69%

Password-protect or encrypt sexts 31 22.30%
Other 7 5.04%

No strategies to manage my concerns 5 3.60%

Table 12: Multiple-choice responses to what kind of actions
people take to manage their concerns, both around sending
and receiving sexts (N = 140).

sexts — we note that there exist screenshot apps to circumvent
notifications, and recall that 10 of our participants said they
take photos to save nudes rather than screenshot them.

Other technical strategies mentioned include: having a pass-
code that protects access to an image, app, or device (e.g.,
Snapchat’s password-protected “For My Eyes Only” photo al-
bum), explicitly deleting messages or media, using encrypted
platforms such as Telegram or Signal, and using app or plat-
form settings to ensure that notifications do not make the
sexts visible (e.g., to a shoulder-surfer). Some participants
explicitly wrote about the threat model they considered when
picking a platform. For example, the following participant
specifically picks a platform with content deletion because
they are concerned about shoulder-surfing:

“Telegram has message & chat history delete func-
tionality (and I’m most concerned about messages
being *seen* on my device, not on the other per-
son’s device - I trust them).” – Non-binary, pansex-
ual, 18-24

Many participants listed anonymizing sexts as a strategy
(29 open-response, 51 in MC) — for example, cropping or
blurring faces, or taking photos without identifying features
within the frame. Only one respondent out of 20 mentioned
being aware of potentially identifying locations in the photo:

“Using Signal, not showing face, no identifying
marks/locations, no posting public photos that cor-
respond in time/place to explicit photos, no full nu-
dity, only send images that if they would get out I
could claim they were art photography or not of me.”
– Female, bisexual and queer, 25-34

No participant mentioned being concerned about EXIF
data, image metadata that can compromise privacy and that
some online safe-sexting guides recommend deleting [45].
(We note that some apps strip EXIF data automatically. For
example, Signal strips EXIF data from photos taken within
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the app, based on the authors’ testing and some anecdotal
online sources [2], though not official Signal documentation).

4.3.2 Non-Technical Strategies

The most common mitigation strategy in both the multiple
choice (110) and free-response question (54) was only sexting
with someone the person knows and trusts. Communicating
rules and boundaries (which includes asking the receiver to
delete the photos) was also common (25 in free-response),
whether the receiver is a long-term partner:

“I sext with my partner whom I trust and we had sev-
eral conversations about sexting before we started
(when to delete photos, if we were at risk of re-
venge porning each other (we’re not)), from there
we talked about several different platforms and ul-
timately chose an encrypted platform. It’s not com-
pletely safe but it’s a calculated risk.” – Female,
bi/pan, 25-34

or someone the participant does not know as well:

“I don’t have extensive conversations with the peo-
ple, but I’ll say something like...‘if I send this, don’t
show it to anyone else.’ Usually it’s a one time com-
ment and when they agree to keep it to themselves,
everything is on the table to share. I need to have
a minimum level of trust with a person before I’ll
sext.” – Female, bi/pan, 35-44

Other non-technical strategies included limiting the explic-
itness of the photo (24 in the free-response) and only sending
content the participant would be comfortable appeared in pub-
lic (3). Three people listed not sexting as their mitigation
strategy — i.e., potentially feeling forced to forgo opportuni-
ties for building intimacy, as we discuss further in Section 5.

One participant mentioned acquiring collateral as a strat-
egy — i.e., ensuring that the other person sends a photo first
that they can save as “insurance”, to discourage the other
person from ever misusing their images. For example:

“I save them because usually the person whom
I have sent content to had saved mine in chat
(Snapchat) or screenshotted them. So I save them
as a precaution/insurance/leverage (if it comes to
that).” – Female, straight, 18-24

Often, participants mentioned using a mix of technical and
non-technical strategies. The particularly high prevalence of
interpersonal trust and norms as a mitigation strategy points
to an opportunity for platform design that can help create and
support such norms, which we discuss further in Section 5.

4.3.3 Mitigations for Unsolicited Sexts

The previously discussed mitigation strategies are ones that
can be deployed proactively. By contrast, receiving an unso-
licited sext requires a reactive strategy. Table 13 summarizes

Handling Unsolicited Sexts
Block 82
Ignore 56
Ask them to stop/Confront 33
Delete message 15
Report to platform 8
Troll them 4
Change subject (keep talking) 2
Take screenshot 1
Stop using platform 1
Respond positively 1

Table 13: Coded counts of how participants respond to unso-
licited sexts (N = 138).

coded open-ended responses to a question about how par-
ticipants manage unsolicited sexts. Participants used both
platform-supported mitigations (such as reporting or blocking
senders) as well as ad-hoc, conversation-based approaches.
While most participants do not engage with unsolicited sexts,
some reported reacting by “trolling” the sender in response:

“Don’t pay it much attention. Sometimes mess with
them a bit, tell them something like ‘It won’t let
me open it (your pic) it keeps giving me an error
message’. They spend ages checking their message
settings, trying to resend it, and trying to explain to
me how to open it. But usually just ignore and don’t
respond. Sometimes will have a short conversation
and maybe a bit of a laugh about it.” – Female,
straight, 35-44

Also, 8 people mentioned that their behavior depends on
if the behavior is repeated, and 4 people said their behavior
depends on if they know the sender. For example:

“It depends. When it someone I have never spoken
to, I will usually screen grab it then delete it from
the app – share it with someone who is complaining
about their wonderful relationship. However, if it is
someone I know and have met, it is more upsetting
– and I will either message them about what I don’t
want, or stop talking to them altogether. Usually
with a simple ‘No.’ and block it.” – Non-binary,
asexual, 25-34

5 Discussion

Our study captures a rich account of adult privacy and secu-
rity behaviors around sexting and expands existing knowl-
edge of how individuals navigate sexual privacy in the digital
age. Through this work we aim to conceptualize usable sex-
ual privacy and security clearly and commit to protecting it
explicitly (echoing Citron [15]). To that end, we adopt and
embrace Citron’s framework of sexual privacy from legal
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scholarship [15] — particularly the values it embodies: secu-
rity autonomy, enabling intimacy, and protecting equality —
to ground both the discussion of our research’s implications
and directions for future research and development.

5.1 Securing Autonomy

Establishing Sexting Norms & Boundaries. Sexual privacy
is, at its core, about the “social norms governing the manage-
ment of boundaries around intimate life” [15]. Our results
surfaced the ad hoc ways in which people articulate and es-
tablish norms, expectations, and boundaries around sexting in
order to mitigate sexual privacy harms. Critically, our research
implicates the role of platforms in scaffolding the articulation
and establishment of these norms. Indeed, developing levers to
articulate and establish one’s preferences with respect to sex-
ting is arguably key to individual sexual agency and autonomy
as well as to establishing trust and ensuring accountability.
Yet scaffolding sexting norms raises serious questions about
both platform and individual responsibility. We consider two
ways of scaffolding sexting norms that should be explored
in future research and development: product/platform-level
policy and user interface design.

First, platforms can establish product policies or commu-
nity guidelines with respect to sexting. For example, commu-
nity guidelines could contain language like “Make sure to
ask others for consent before screenshotting images or mes-
sages in chat feeds” or “Receiving a sext does not obligate a
response in kind”. In such an approach, the platform plays a
central role in articulating norms around sexting (which can
in turn reduce user autonomy in some ways).

Second, platforms can leverage user interface design to
better enable users to articulate their own preferences and
expectations around sexting. For example, platforms could
provide fixed disclosure options for users to express particu-
lar preferences. The gay dating and hookup platform Grindr
already provides an “Accepts NSFW Pics” profile disclosure
field where users can select “Never”, “Not At First”, and “Yes
Please.” Here, the platform plays a more co-constructive role
with respect to sexting preferences and expectations.

On the other hand, platforms could provide open-ended
disclosure options (similar to a free-form “About Me” field)
for users to express more individualized preferences around
sexting. Here, the platform allows norms to be driven by
individual users rather than the platform itself. Having the
latter free-form space would make more sense on a mixed-
use messaging app (e.g., Snapchat) than having a specific
disclosure field for sexts, as users may use their messaging
profile to contact different people for non-intimate reasons.

Platform Management of Unsolicited Sexts. Our research
aims to understand and support individual actions and miti-
gation strategies towards sexual privacy and safety, but our
results must be viewed in a broader societal context where

sexting can be both empowering or disempowering [5]. On
the negative side, unsolicited sexts are a major concern (and a
disproportionate burden for women). While norm-supporting
mitigations can help reduce some unsolicited sexts as dis-
cussed above, they cannot prevent explicitly malicious behav-
ior. This issue is particularly challenging, because while peo-
ple can take some proactive actions to manage their concerns
about sending intimate content (e.g., avoiding identifying fea-
tures), they can only take reactive steps to manage unsolicited
sexts (short of being forced to opt out of platforms entirely).

This threat model suggests that platforms may need to take
a more proactive role in mitigating unsolicited and harassing
sexual content, not only in response to user reports. This role
could take the form of messaging affordance design: for ex-
ample, not allowing photos to be sent unless both people in a
conversation enable the feature. Platforms could also play a
greater role in detecting and blocking certain types of content
directly, as others have proposed and begun experimenting
with [44]. However, this approach comes with significant chal-
lenges that future work must consider — e.g., how to integrate
or balance content detection with end-to-end encryption, and
how such a feature might interact with (in the U.S.) the First
Amendment and a company’s legal liabilities [57].

5.2 Enabling Intimacy

Existing Platform Affordances. Our study surfaced a num-
ber of extant design practices that worked to preserve sexual
privacy and enable intimacy. Important affordances that sur-
faced in our study include screenshot notifications, disappear-
ing messages, and password protection for files. While these
features are common on platforms like Snapchat, they do not
pervade a variety of the other platforms or mediums people
use (but are not necessarily designed) for sexting (e.g., Face-
book, SMS, Grindr, Tinder). Our results suggest that these
affordances are an important starting point for other platforms
looking to account for sexting. We note that the design of
these affordances can and should be informed by the real
threat models of users like our participants. For example,
while Snapchat has been criticized in the past for its disap-
pearing messages not being truly secure [69], we note that
even less-than-perfect security may be sufficient against the
more common threat models involving violations (sometime
accidental) by communication partners rather than company
access or sophisticated external “hackers”. (Though support-
ing stronger threat models is also crucial for some users, es-
pecially those particularly vulnerable to targeted attacks).

More generally, the focus of our work has not been on un-
packing the technical properties of different platforms used
by our participants. Our work lays a foundation for impor-
tant future work to study these technical properties and to
identify — and bridge — any gaps between the threat mod-
els they securely support and the threat models important to
individuals engaging in sexting.
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Designing for Storage. One area of technical design that our
results draw attention to is around storage. We found that
large fractions of respondents save their own (52.6%) and
others’ (62.0%) nudes or sexual images — often for legiti-
mate purposes and with consent — suggesting that platforms
must design for this behavior as a norm rather than an in-
dication of the intent to misuse the content. These findings
shed light on the need to grapple with the digital footprint of
sexting: who stores it, how and where is it stored, and how
is it secured? Our findings suggest a variety of overlapping
models, including storage on personal devices, storage in a
file-sharing service (e.g., Google Drive), and platform-based
storage (e.g., some dating and hook-up platforms, like Scruff,
Growlr, and Jack’d, provide built-in “private photo” storage
where images can be access-controlled and access-monitored).
Participants sometimes used a storage strategy deliberately
and sometime incidentally (e.g., storing one’s own photos
in the device “Camera Roll”). Different strategies support
different threat models, and we recommend that both users
and platform designers face these choices consciously.

Opting Out as a Last Resort. Finally, while only a few peo-
ple indicated not sexting as a mitigation strategy, we highlight
that this decision relates to (or rather, hinders) enabling in-
timacy. First, abstaining from sexting is a valid behavior to
alleviate sexual privacy risk as well as a valid boundary one
might establish with respect to their intimate life. Second,
however, if sexual privacy concerns are causing people not
to sext, but there are other behaviors or design practices that
could mitigate these concerns, then it is not the optimal out-
come for people to feel like they have to choose to opt out of
sharing sexual media. A goal of sexting platform design or
other interventions, then, should be to support positive sexting
and not force people to opt out due to unmitigated risks.

5.3 Protecting Equality

Supporting prior work [14, 19, 39, 53, 67, 75], our results pro-
vide further evidence to suggest that women and sexual mi-
norities are disproportionately burdened by certain sexual
privacy risks — receiving more unsolicited sexts, feeling pres-
sured to sext, worrying more about negative judgements (both
for sending and receiving) and the potential misuse of their
intimate content. It is crucial that future work in this space fur-
ther study such disparate impacts and take them into account
when designing to mitigate potential risks with sexting.

Our results also highlighted the potentially generic threat
models of many participants when asked to consider sexual
privacy concerns without prompting. Many participants ex-
pressed vague concerns, often in the passive voice, about their
sexts “getting out”. Though these responses could be due
in part to the survey methodology (where we could not fol-
low up to clarify the vague responses, and participants might
have opted to answer the question quickly rather than ex-

haustively), these results echo findings from prior work [74]
and raise concerns that participants have internalized “victim-
blaming” perspectives, shifting the responsibility away from
untrustworthy partners and other actors who take advantage
of normal sexting behavior. We recommend that future work
dig deeper into these questions.

6 Limitations

Our survey-based approach is subject to standard limitations
of this methodology: for example, we could not ask follow-up
questions to clarify or dig further into participants’ responses.
Sometimes participants gave generic responses about their
concerns, mentioning only “privacy” without additional detail
about their mental threat models (e.g., privacy of what, or
against whom). Since we could not follow up, we cannot
distinguish vague mental models from survey fatigue, and we
report our results cautiously in such contexts.

Our sample of participants is not representative of the over-
all U.S. population — with higher rates of LGBTQ individ-
uals and women in particular, and with only 10.43% par-
ticipants over 34 — so our results do not support any census-
representative claims. With our screening method, it is unclear
if older adults were reached and chose not to sext, exclud-
ing them from from our participant pool, or if they were not
reached through our recruitment methods. We also do not
capture the sexting concerns of people who haven’t sexted
before. We also recognize that an online survey on sexting
behaviors will elicit some degree of self-selection bias insofar
as those who participate may have higher baseline comfort
and knowledge around sexting.

7 Conclusion and Future Work

Via an online survey of 247 adults who sext, our findings con-
tribute to the field of usable privacy and security by expanding
our understanding of how adults navigate sexting, using both
technical strategies such as disappearing messages and non-
technical strategies such as relying on trust. We show (similar
to prior work) that men were less likely than women and non-
binary individuals to be concerned about certain potential
sexting risks, and less likely to receive unsolicited sexts. Plac-
ing our results in the context of the sexual privacy framework,
we suggest ways platforms can support autonomy, intimacy,
and equality through platform affordances and policies.

Future work on usable sexual privacy and security should
consider (1) how communication platforms can surface and
scaffold individuals’ norms, expectations, and boundaries
around sexting, (2) how usable security can address the
broader inequities in the experience of sexual privacy harms,
and (3) how the technical properties of privacy-enabling affor-
dances compare to user expectations and assumptions around
the security and privacy implications of such features.

138    Sixteenth Symposium on Usable Privacy and Security USENIX Association



Acknowledgments

We are especially grateful to our survey participants. We also
thank our reviewers and shepherd for their helpful feedback.
We thank Ryan Calo, Catherine Holmes, Naveena Karusala,
Shrirang Mare, Eric Zeng, Ben Zisk, and the UW Statisti-
cal Consulting Services for their guidance and input. And
we thank the moderators of reddit.com/r/sex and of queer
social groups for helping advertise our study. This research is
supported in part by the National Science Foundation under
Award CNS-1513584.

References

[1] When does Snapchat delete snaps and chats?
https://support.snapchat.com/en-US/article/
when-are-snaps-chats-deleted.

[2] Signal removes EXIF data #7862, 2018.
https://github.com/signalapp/Signal-
Android/issues/7862.

[3] Irwin Altman. The Environment and Social Behav-
ior: Privacy, Personal Space, Territory, and Crowding.
Brooks/Cole Publishing Company, 1975.

[4] Irwin Altman and Dalmas A Taylor. Social penetration:
The development of interpersonal relationships. Holt,
Rinehart & Winston, 1973.

[5] Rikke Amundsen. ’The Price of Admission’: On No-
tions of Risk and Responsibility in Women’s Sexting
Practices. In Karen Lumsden and Emily Harmer, editors,
Online Othering: Exploring Digital Violence and Dis-
crimination on the Web, Palgrave Studies in Cybercrime
and Cybersecurity. Palgrave Macmillan, 2019.

[6] Sonu Bedi. Sexual racism: Intimacy as a matter of
justice. The Journal of Politics, 77(4):998–1011, 2015.

[7] Lauren Berlant. Intimacy: A special issue. Critical
inquiry, 24(2):281–288, 1998.

[8] Lauren Berlant and Michael Warner. Sex in public.
Critical inquiry, 24(2):547–566, 1998.

[9] David G. Blanchflower and Andrew J. Oswald. Money,
sex and happiness: An empirical study. Scandinavian
Journal of Economics, 106(3):393–415, 2004.

[10] Edward J. Bloustein and Nathaniel J. Pallone. Individual
and group privacy. Routledge, 2018.

[11] Melissa Burkett. Sex (t) talk: A qualitative analysis of
young adults’ negotiations of the pleasures and perils of
sexting. Sexuality & Culture, 19(4):835–863, 2015.

[12] Christine Chen, Nicola Dell, and Franziska Roesner.
Computer security and privacy in the interactions be-
tween victim service providers and human trafficking
survivors. In USENIX Security Symposium, 2019.

[13] HyeJeong Choi, Joris Van Ouytsel, and Jeff R. Temple.
Association between sexting and sexual coercion among

female adolescents. Journal of adolescence, 53:164–
168, 2016.

[14] Danielle Keats Citron. Hate crimes in cyberspace. Har-
vard University Press, 2014.

[15] Danielle Keats Citron. Sexual privacy. 128 Yale Law
Journal 1870 (2019); U of Maryland Legal Studies Re-
search Paper No. 2018-25, 2019.

[16] Camille Cobb and Tadayoshi Kohno. How public is my
private life? Privacy in online dating. In Proceedings of
the 26th International Conference on World Wide Web,
WWW ’17, 2017.

[17] Jacob Cohen. Statistical power analysis for the behav-
ioral sciences. Academic press, 2013.

[18] Judith Wagner DeCew. In pursuit of privacy: Law, ethics,
and the rise of technology. Cornell University Press,
1997.

[19] Allyson Dir, Ayca Coskunpinar, Jennifer Steiner, and
Melissa Cyders. Understanding differences in sexting
behaviors across gender, relationship status, and sexual
identity, and the role of expectancies in sexting. Cy-
berpsychology, behavior and social networking, 16, 05
2013.

[20] Michelle Drouin, Manda Coupe, and Jeff R. Temple.
Is sexting good for your relationship? It depends. . . .
Computers in Human Behavior, 75:749–756, 2017.

[21] Nicola Döring. Consensual sexting among adolescents:
Risk prevention through abstinence education or safer
sexting? Cyberpsychology: Journal of Psychosocial
Research on Cyberspace, 8, 01 2014.

[22] Nicola Döring and M. Rohangis Mohseni. Are Online
Sexual Activities and Sexting Good for Adults’ Sexual
Well-Being? Results From a National Online Survey.
International Journal of Sexual Health, 30(3):250–263,
July 2018.

[23] Elizabeth F Emens. Intimate discrimination: The state’s
role in the accidents of sex and love. Harv. L. Rev.,
122:1307, 2008.

[24] Diana Freed, Jackeline Palmer, Diana Minchala, Karen
Levy, Thomas Ristenpart, and Nicola Dell. “A stalker’s
paradise”: How intimate partner abusers exploit tech-
nology. In Proceedings of the 2018 CHI Conference on
Human Factors in Computing Systems, CHI ’18, New
York, NY, USA, 2018. Association for Computing Ma-
chinery.

[25] Diana Freed, Jackeline Palmer, Diana Elizabeth Min-
chala, Karen Levy, Thomas Ristenpart, and Nicola Dell.
Digital technologies and intimate partner violence: A
qualitative analysis with multiple stakeholders. Pro-
ceedings of the ACM on Human-Computer Interaction,
1(CSCW):1–22, 2017.

[26] Charles Fried. An anatomy of values, volume 2. HeinOn-
line, 2013.

[27] Erich Fromm. The art of loving: The centennial edition.
A&C Black, 2000.

USENIX Association Sixteenth Symposium on Usable Privacy and Security    139

https://support.snapchat.com/en-US/article/when-are-snaps-chats-deleted
https://support.snapchat.com/en-US/article/when-are-snaps-chats-deleted
https://github.com/signalapp/Signal-Android/issues/7862
https://github.com/signalapp/Signal-Android/issues/7862


[28] Billy Gallagher. How Reggie Brown invented Snapchat,
February 2018. https://techcrunch.com/2018/02/
10/the-birth-of-snapchat/.

[29] Christine Geeng and Franziska Roesner. Who’s in con-
trol? Interactions in multi-user smart homes. In Proceed-
ings of the 2019 CHI Conference on Human Factors
in Computing Systems, CHI ’19, New York, NY, USA,
2019. Association for Computing Machinery.

[30] Adam Isaiah Green. The social organization of de-
sire: The sexual fields approach. Sociological Theory,
26(1):25–50, 2008.

[31] Adam Isaiah Green. Sexual capital and social inequality.
Introducing the New Sexuality Studies, 272, 2016.

[32] A.A Hasinoff. How to have great sext: consent ad-
vice in online sexting tips. Communication and Criti-
cal/Cultural Studies, 13(1):58–74, 2016.

[33] Amy Adele Hasinoff. Sexting in Context: Privacy
Norms and Expectations. page 24, 2014.

[34] Debby Herbenick, Jessamyn Bowling, Tsung-
Chieh (Jane) Fu, Brian Dodge, Lucia Guerra-Reyes,
and Stephanie Sanders. Sexual diversity in the
United States: Results from a nationally representative
probability sample of adult women and men. PLOS
ONE, 12(7):e0181198, July 2017.

[35] Jevan A Hutson, Jessie G Taft, Solon Barocas, and Karen
Levy. Debiasing desire: Addressing bias & discrimina-
tion on intimate platforms. Proceedings of the ACM on
Human-Computer Interaction, 2(CSCW):1–18, 2018.

[36] Clara Rübner Jørgensen, Annalise Weckesser, Jerome
Turner, and Alex Wade. Young people’s views on sex-
ting education and support needs: Findings and recom-
mendations from a UK-based study. Sex Education,
19(1):25–40, 2019.

[37] Kami Kosenko, Geoffrey Luurs, and Andrew R Binder.
Sexting and sexual behavior, 2011–2015: A critical re-
view and meta-analysis of a growing literature. Journal
of computer-mediated communication, 22(3):141–160,
2017.

[38] Natalie A. Koziol and Christopher R. Bilder. MRCV: A
package for analyzing categorical variables with multi-
ple response options. R Journal, 6(1):144–150, 2014.

[39] Amanda Lenhart, Michele Ybarra, and Myeshia
Price-Feeney. Nonconsensual image sharing,
2016. https://datasociety.net/output/
nonconsensual-image-sharing/.

[40] Karen Levy and Bruce Schneier. Privacy threats in
intimate relationships. Journal of Cybersecurity, 6(1),
05 2020. tyaa006.

[41] Julia R. Lippman and Scott W. Campbell. Damned
if you do, damned if you don’t. . . if you’re a girl: Re-
lational and normative contexts of adolescent sexting
in the United States. Journal of Children and Media,
8(4):371–386, 2014.

[42] Sheri Madigan, Anh Ly, Christina L. Rash, Joris
Van Ouytsel, and Jeff R. Temple. Prevalence of Multi-
ple Forms of Sexting Behavior Among Youth: A Sys-
tematic Review and Meta-analysis. JAMA Pediatrics,
172(4):327–335, 04 2018.

[43] Alice E Marwick and danah boyd. Networked privacy:
How teenagers negotiate context in social media. New
Media & Society, 16(7):1051–1067, 2014.

[44] Adrienne Matei. The war on (unwanted) dick
pics has begun. The Guardian, September 2019.
https://www.theguardian.com/lifeandstyle/
2019/sep/19/its-a-violation-the-war-on-
unwanted-dick-pics-has-begun.

[45] Louise Matsakis. The Motherboard guide to sexting
securely, 2017. https://www.vice.com/en_us/
article/mb3nd4/how-to-sext-securely-safely-
what-apps-to-use-sexting.

[46] Tara Matthews, Kerwell Liao, Anna Turner, Marianne
Berkovich, Robert Reeder, and Sunny Consolvo. “She’ll
just grab any device that’s closer”: A study of everyday
device & account sharing in households. In Proceed-
ings of the 2016 CHI Conference on Human Factors in
Computing Systems, 2016.

[47] Tara Matthews, Kathleen O’Leary, Anna Turner, Manya
Sleeper, Jill Palzkill Woelfer, Martin Shelton, Cori Man-
thorne, Elizabeth F. Churchill, and Sunny Consolvo. Sto-
ries from survivors: Privacy & security practices when
coping with intimate partner abuse. In Proceedings of
the 2017 CHI Conference on Human Factors in Com-
puting Systems, 2017.

[48] Linda C. McClain. Inviolability and privacy: The castle,
the sanctuary, and the body. 7 YALE J.L. & HUMAN.
195, 241, 1995.

[49] Nora McDonald and Andrea Forte. The politics of pri-
vacy theories: Moving from norms to vulnerabilities. In
Proceedings of the 2020 CHI Conference on Human
Factors in Computing Systems, pages 1–14, 2020.

[50] Nora McDonald, Sarita Schoenebeck, and Andrea Forte.
Reliability and inter-rater reliability in qualitative re-
search: Norms and guidelines for CSCW and HCI prac-
tice. Proceedings of the ACM on Human-Computer
Interaction, 3(CSCW):1–23, 2019.

[51] Mary L. McHugh. Interrater reliability: the kappa statis-
tic. Biochemia Medica, 22(3), Oct. 2012.

[52] Maurice Merleau-Ponty. Phenomenology of perception.
Routledge, 1982.

[53] Robert Meyer and Michel Cukier. Assessing the attack
threat due to irc channels. pages 467–472, 02 2006.

[54] Hendrik Müller, Aaron Sedley, and Elizabeth Ferrall-
Nunge. Survey research in HCI. In Ways of Knowing in
HCI. Springer-Verlag New York, New York, NY, USA,
2014.

[55] Frank Newport. In U.S., estimate of LGBT
population rises to 4.5%, 2018. https:

140    Sixteenth Symposium on Usable Privacy and Security USENIX Association

https://techcrunch.com/2018/02/10/the-birth-of-snapchat/
https://techcrunch.com/2018/02/10/the-birth-of-snapchat/
https://datasociety.net/output/nonconsensual-image-sharing/
https://datasociety.net/output/nonconsensual-image-sharing/
https://www.theguardian.com/lifeandstyle/2019/sep/19/its-a-violation-the-war-on-unwanted-dick-pics-has-begun
https://www.theguardian.com/lifeandstyle/2019/sep/19/its-a-violation-the-war-on-unwanted-dick-pics-has-begun
https://www.theguardian.com/lifeandstyle/2019/sep/19/its-a-violation-the-war-on-unwanted-dick-pics-has-begun
https://www.vice.com/en_us/article/mb3nd4/how-to-sext-securely-safely-what-apps-to-use-sexting
https://www.vice.com/en_us/article/mb3nd4/how-to-sext-securely-safely-what-apps-to-use-sexting
https://www.vice.com/en_us/article/mb3nd4/how-to-sext-securely-safely-what-apps-to-use-sexting
https://news.gallup.com/poll/234863/estimate-lgbt-population-rises.aspx


//news.gallup.com/poll/234863/estimate-
lgbt-population-rises.aspx.

[56] Helen Nissenbaum. Privacy as contextual integrity.
Wash. L. Rev., 79:119, 2004.

[57] Anna North. One state has banned unsolicited dick
pics. Will it fix the problem? Vox, September 2019.
https://www.vox.com/policy-and-politics/
2019/9/3/20847447/unsolicited-dick-pics-
texas-law-harassment.

[58] Natalie Oswin and Eric Olund. Governing intimacy. En-
vironment and Planning D: Society and Space, 28(1):60–
67, 2010.

[59] Erdman B Palmore. Predictors of the longevity differ-
ence: a 25-year follow-up. The Gerontologist, 22(6):513–
518, 1982.

[60] Cheul Young Park, Cori Faklaris, Siyan Zhao, Alex Sci-
uto, Laura Dabbish, and Jason Hong. Share and share
alike? An exploration of secure behaviors in roman-
tic relationships. In Fourteenth Symposium on Usable
Privacy and Security (SOUPS 2018), pages 83–102, Bal-
timore, MD, August 2018. USENIX Association.

[61] Justin W Patchin and Sameer Hinduja. It is time to teach
safe sexting. Journal of Adolescent Health, 66(2):140–
143, 2020.

[62] Jeffrey H Reiman. Privacy, intimacy, and personhood.
Philosophy & Public Affairs, pages 26–44, 1976.

[63] John K Rempel, John G Holmes, and Mark P Zanna.
Trust in close relationships. Journal of Personality and
Social Psychology, 49(1):95, 1985.

[64] Daniel G. Renfrow and Elisabeth A. Rollo. Sexting
on Campus: Minimizing Perceived Risks and Neutral-
izing Behaviors. Deviant Behavior, 35(11):903–920,
November 2014.

[65] Neil Richards and Woodrow Hartzog. Taking trust seri-
ously in privacy law. Stan. Tech. L. Rev., 19:431, 2015.

[66] Dorothy E Roberts. Killing the black body: Race, repro-
duction, and the meaning of liberty. Vintage, 1999.

[67] Nithya Sambasivan, Amna Batool, Nova Ahmed, Tara
Matthews, Kurt Thomas, Laura Sanely Gaytán-Lugo,
David Nemer, Elie Bursztein, Elizabeth Churchill, and
Sunny Consolvo. “They don’t leave us alone anywhere
we go”: Gender and digital abuse in South Asia. In
Proceedings of the 2019 CHI Conference on Human
Factors in Computing Systems, CHI ’19, New York, NY,
USA, 2019. Association for Computing Machinery.

[68] Morgan Klaus Scheuerman, Katta Spiel, Oliver L.
Haimson, Foad Hamidi, and Stacy M. Branham.
HCI guidelines for gender equity and inclusivity,
2010. https://www.morgan-klaus.com/sigchi-
gender-guidelines.

[69] Alyson Shontell. Actually, snapchat doesn’t delete
your private pictures and someone found a way to
resurface them. Business Insider, 2013. https:

//www.businessinsider.com/snapchat-doesnt-
delete-your-private-pictures-2013-5.

[70] Scott Skinner-Thompson. Performative privacy. UCDL
Rev., 50:1673, 2016.

[71] Scott Skinner-Thompson. Privacy’s double standards.
Wash. L. Rev., 93:2051, 2018.

[72] Emily C. Stasko and Pamela A. Geller. Reframing sex-
ting as a positive relationship behavior. Drexel Uni-
versity, 2015. https://www.apa.org/news/press/
releases/2015/08/reframing-sexting.pdf.

[73] Jeff R. Temple. A primer on teen sexting. JAACAP
Connect, 2(4):6–8, 2015.

[74] Rebecca Venema and Katharina Lobinger. “And some-
how it ends up on the internet.” Agency, trust and risks
in photo-sharing among friends and romantic partners.
First Monday, 22(7), Jul. 2017.

[75] Jessica Vitak, Kalyani Chadha, Linda Steiner, and Zahra
Ashktorab. Identifying women’s experiences with and
strategies for mitigating negative effects of online ha-
rassment. In Proceedings of the 2017 ACM Conference
on Computer Supported Cooperative Work and Social
Computing, CSCW ’17, page 1231–1245, New York,
NY, USA, 2017. Association for Computing Machinery.

[76] Ari Ezra Waldman. Privacy as trust: Sharing personal
information in a networked world. U. Miami L. Rev.,
69:559, 2014.

[77] L. Monique Ward. Understanding the role of enter-
tainment media in the sexual socialization of american
youth: A review of empirical research. Developmental
review, 23(3):347–388, 2003.

A Survey Instrument

1. Are you 18 years old or over?
◦ Yes ◦ No

2. Have you ever sexted? That is, do you create, send, or re-
ceive sexually suggestive messages, or nude or partially-
nude photos, through digital communications?
◦ Yes, I currently sext. ◦ No, I have never sexted. ◦ Yes,
I have sexted before and may again in the future. ◦ Yes,
I have sexted before but no longer plan to.

3. Why did you stop sexting? (Select all that apply.)
2 No longer in a relationship with the person who I
sexted with (please elaborate) 2 No longer in a long-
distance relationship 2 Not interested (please elaborate)
2 Poor experience (please elaborate) 2 Other: 2 Prefer
not to say

4. How often do you send:
(Options: Never, Less than once a month), Once a month,
Once a week, A few times a week, Almost everyday,
Multiple times per day, Almost hourly, Prefer not to say)
Nude or semi-nude photos ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦

USENIX Association Sixteenth Symposium on Usable Privacy and Security    141

https://news.gallup.com/poll/234863/estimate-lgbt-population-rises.aspx
https://news.gallup.com/poll/234863/estimate-lgbt-population-rises.aspx
https://www.vox.com/policy-and-politics/2019/9/3/20847447/unsolicited-dick-pics-texas-law-harassment
https://www.vox.com/policy-and-politics/2019/9/3/20847447/unsolicited-dick-pics-texas-law-harassment
https://www.vox.com/policy-and-politics/2019/9/3/20847447/unsolicited-dick-pics-texas-law-harassment
https://www.morgan-klaus.com/sigchi-gender-guidelines
https://www.morgan-klaus.com/sigchi-gender-guidelines
https://www.businessinsider.com/snapchat-doesnt-delete-your-private-pictures-2013-5
https://www.businessinsider.com/snapchat-doesnt-delete-your-private-pictures-2013-5
https://www.businessinsider.com/snapchat-doesnt-delete-your-private-pictures-2013-5
https://www.apa.org/news/press/releases/2015/08/reframing-sexting.pdf
https://www.apa.org/news/press/releases/2015/08/reframing-sexting.pdf


Nude or semi-nude videos ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦
Sexual or intimate messages (such as words or emojis)
◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦

5. How often do you receive:
(Options: Never, Less than once a month), Once a month,
Once a week, A few times a week, Almost everyday,
Multiple times per day, Almost hourly, Prefer not to say)
Nude or semi-nude photos ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦
Nude or semi-nude videos ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦
Sexual or intimate messages (such as words or emojis)
◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦ ◦

6. What social media platforms do you use to send/receive
nude or semi-nude photos or videos? Select all that apply
(or select nothing if you do not send this type of content).
(Options: Direct Message, Private Post, Public Post,
Story, Other)
Facebook/FB Messenger, Twitter, Instagram, Snapchat,
Other social media app:

7. What other platforms do you use to send/receive nude or
semi-nude photos or videos? Select all that apply, if any.
2 SMS 2 Whatsapp 2 Tinder 2 Grindr 2 Hinge 2

OkCupid 2 Signal 2 Telegram 2 Confide 2 Kaboom 2

Dust 2 Other platforms (separated by comma):
8. What social media platforms do you use to send/receive

sexual or intimate messages (such as words or emojis)?
Select all that apply (or select nothing if you do not send
this type of content).
(Options: Direct Message, Private Post, Public Post,
Story, Other)
Facebook/FB Messenger, Twitter, Instagram, Snapchat,
Other social media app: 2 2 2 2 2

9. What other platforms do you use to send/receive sexual
or intimate messages (such as words or emojis)? Select
all that apply, if any.
2 SMS 2 Whatsapp 2 Tinder 2 Grindr 2 Hinge 2

OkCupid 2 Signal 2 Telegram 2 Confide 2 Kaboom 2

Dust 2 Other platforms (separated by comma):
10. What devices do you use to send/receive sexts? Select

all that apply.
2 Phone 2 Tablet 2 Computer 2 Other

11. With whom do you send nude or semi-nude photos?
Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other: 2 Prefer not to say

12. With whom do you send nude or semi-nude videos?
Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other: 2 Prefer not to say

13. With whom do you send sexual or intimate messages
(such as words or emojis)? Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other: 2 Prefer not to say

14. With whom do you receive nude or semi-nude photos?
Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other: 2 Prefer not to say

15. With whom do you receive nude or semi-nude videos?
Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other: 2 Prefer not to say

16. With whom do you receive sexual or intimate messages
(such as words or emojis)? Select all that apply.
2 Partner 2 Regular sexual hookup (purely sexual rela-
tionship) 2 Casual date or one-time hookup 2 Friend-
with-benefits 2 Friend 2 Acquaintance 2 New person
online 2 Other 2 Prefer not to say

17. Do you or have you ever saved any of the nude pho-
tographs or videos you have received?
◦ Yes ◦ No ◦ Prefer not to say ◦ Not applicable

18. Why did/do you save them?
19. How do you save them?

2 Directly store to device 2 Screenshot 2 Take a photo
2 Other:

20. What do you plan to do with them?
◦ Save them indefinitely ◦ Save them for some amount
of time (please indicate an estimate): ◦ Save them until
asked to delete them ◦ Other: ◦ Prefer not to say

21. Approximately how many nudes of other people do you
have saved on your device?
◦ None ◦ 1 to 10 ◦ 11 to 100 ◦ 101+ ◦ Prefer not to say

22. How do you store other people’s nudes? Select all that
apply.
2 Device’s photo storage: Camera Roll 2 Device’s
photo storage: separate album 2 Online (for example:
Google Photos, Dropbox): 2 Specific secret-keeping app
(for example: Private Photo Vault): 2 Other:

23. Does the person(s) who sent you the nudes know you’ve
saved them?
◦ Yes ◦ Some of the senders know ◦ No ◦ Prefer not to
say

24. Do you store nude or semi nude photos or videos of
yourself?
◦ Yes ◦ No ◦ Prefer not to say

25. Approximately how many nudes of yourself do you have
saved?
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◦ None ◦ 1 to 10 ◦ 11 to 100 ◦ 101+ ◦ Prefer not to
answer

26. How do you store your nudes? Select all that apply.
2 Device’s photo storage: Camera Roll 2 Device’s
photo storage: separate album 2 Online (for example:
Google Photos, Dropbox): 2 Specific secret-keeping app
(for example: Private Photo Vault): 2 Other:

27. Do you share received sexts with people other than the
sender?
◦ Yes (please elaborate how you share): ◦ No ◦ Prefer
not to say

28. If you share other people’s sexts digitally, do you digi-
tally edit these sexts?
◦ Yes (please elaborate): ◦ No ◦ I do not share digitally
◦ Prefer not to say

29. Have you received sexts or nudes from people you did
not want to receive them from?
◦ Yes ◦ No ◦ Prefer not to say

30. How do you manage receiving sexts or nudes from peo-
ple you do not want to receive them from?

31. Do you have any concerns related to sending sexts?
◦ Yes (please elaborate below) ◦ No ◦ Prefer not to say

32. If you answered “yes” to the previous question, please
elaborate here: What are your concerns related to send-
ing sexts? Or if not, why not?

33. What concerns do you have about sending sexts?
2 Sexts get around to other people 2 Damages relation-
ships 2 Conflicts at work 2 Legal liability 2 Engage-
ment with law enforcement (e.g police) 2 Sexting causes
ridicule from others 2 Unwanted attention 2 Unwanted
sexual contact 2 Sexts used as blackmail 2 Bullying
or harassment from others 2 Regret 2 Sexting makes
people feel “led on”, “used”, or “misunderstood 2 Not
sure I sent it to the right person 2 Receiver’s devices
will get hacked and the content will get out 2 Receiver
will intentionally share the content with others 2 Other

34. Do you have any concerns related to receiving sexts?
◦ Yes (please elaborate below) ◦ No ◦ Prefer not to say

35. If you answered “yes” to the previous question, please
elaborate here: What are your concerns about receiving
sexts? Or if not, why not?

36. What concerns do you have about receiving sexts?
2 Not sure if it’s really the person I think it is 2

My device will get hacked and their content will get
out 2 Shoulder surfing 2 Receiving unsolicited/non-
consensual content 2 Other:

37. If you don’t have concerns about sexting, why is that?
2 I’ve done something to manage my concerns 2 I trust
the people I sext with 2 I trust the platform I use to sext
2 I don’t care about how people react to my nudity and
sexual expression 2 My sexts are already public 2 I’m
just not really worried about it 2 Other:

38. Describe your level of concerns related to sending certain
types of sexts.
(Options: Not at all concerned, Slightly concerned,
Somewhat concerned, Moderately concerned, Extremely
concerned, N/A)
Photo, Video, Text Based

39. Describe your level of concerns related to receiving dif-
ferent types of sexts.
(Options: Not at all concerned, Slightly concerned,
Somewhat concerned, Moderately concerned, Extremely
concerned, N/A)
Photo, Video, Text Based

40. You selected that you were concerned about the follow-
ing when sending sexts: [input]. Do your concerns de-
pend upon the type of person with whom you sext, the
type of platform you use, or other considerations?

41. You selected that you were concerned about the follow-
ing when receiving sexts: [input]. Do your concerns
depend upon the type of person with whom you sext, the
type of platform you use, or other considerations?

42. Do you do any of the following to manage your sexting
concerns?
2 Choose a platform with specific features you want 2
Using disappearing messages e.g. Snapchat, Instagram
stories 2 Password-protect or encrypt sexts 2 Prior con-
versations to establish rules and boundaries 2 Ensuring
plausible deniability e.g. not including identifying marks
in photo 2 Limiting how explicit the sext is 2 Only sex-
ting with people you trust 2 I do not have any concerns
2 I do not have any strategies to manage my concerns
2 Other:

43. You selected that you use the following strategies to man-
age your sexting: [input]. Could you please elaborate?

44. Can we use anonymized quotes from your free-response
answers in future research publications?
◦ Yes ◦ No

45. What gender(s) do you identify as?
2 Male 2 Female 2 Non-binary 2 Prefer not to say 2

Prefer to self-describe:
46. Do you consider yourself transgender?

◦ Yes ◦ No ◦ Questioning ◦ Prefer not to say
47. What is your sexual orientation?

◦ Straight ◦ Questioning ◦ Gay ◦ Lesbian ◦ Bi/Pan ◦
Queer ◦ Asexual ◦ Prefer not to say ◦ Prefer to self-
describe:

48. Do you consider yourself polyamorous or monogamous
(regardless of current relationship status)?
◦ Polyamorous ◦ Monogamous ◦ Prefer not to say

49. Which racial background(s) do you identify as?
2 Asian 2 Black 2 Latino 2 Native American 2 Pacific
Islander 2 White 2 Prefer not to say 2 Prefer to self-
describe
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50. What is your current intimate status? (Select all that
apply)
2 Single 2 Dating 2 Engaged 2 Married 2 Divorced 2

Widowed 2 Friends-With-Benefits 2 Casual sex 2 Ca-
sual dating 2 Monogamous relationship 2 Polyamorous
relationship 2 Prefer not to say

51. What is your age?
◦ 18-24 years old ◦ 25-34 years old ◦ 35-44 years old ◦
45-54 years old ◦ 55-64 years old ◦ 65-74 years old ◦ 75
years or older

52. What kind of location do you live in?
◦ Urban ◦ Suburban ◦ Rural ◦ Prefer not to say

53. Have you ever been in an IT/technology related job?
◦ Yes ◦ No ◦ Prefer not to say

54. I understand how to control or protect my personal data
online.
◦ Strongly agree ◦ Agree ◦ Somewhat agree ◦ Neither
agree nor disagree ◦ Somewhat disagree ◦ Disagree ◦
Strongly disagree

55. What is your education level?
◦ GED ◦ Some high school ◦ Some college/technical
training ◦ Some graduate school ◦ Prefer not to say

B Additional Data on Gender Comparisons

Tables 14 and 15 show the data on gender comparisons for
two receiving-related concerns, discussed in Section 4.2.2.
The N value for both tables includes all participants who said
they receive sexts and who selected at least Male, Female, or
Non-binary for their gender.

Concerned about receiving unsolicited sexts?
No Yes Total

Male 68 7 75
Female 118 33 151
Non-Binary 19 5 24

Table 14: N = 242

Concerned about shoulder-surfing?
No Yes Total

Male 70 5 75
Female 124 27 151
Non-Binary 22 2 24

Table 15: N = 242

C Inter-Coder Reliability

Tables 16 and 17 show the breakdown of Cohen’s κ for inter-
coder reliability per code, discussed in Section 3.4.

Managing Sending Concerns κ

Only sext with trusted/known person 0.94
Don’t sext 0.66
Communicating/establishing rules and expectations 0.90
Limit explicitness 0.91
Anonymize sext (no face, tattoos, names, or location) 0.93
Ask person to delete 1.00
Acquire collateral 1.00
Passcode protect image/app/device 1.00
Disappearing messages 1.00
Explicitly deleting messages/chat/media 0.66
Encrypted platforms 0.62
Screenshot notifications 1.00
Only send stuff willing to go public 0.49
Platform choice/Platform affordances 0.88
Making sure notifications don’t make sexts visible 1.00
Other 0.82

Table 16: Cohen’s Kappa for codes for elaboration on man-
agement strategies for sexting concerns.

Concerns About Sending Sexts κ

Impact career 1.00
Sexts will get out (Vague) 0.69
Sexts used as blackmail 0.87
Deanonymization 1.00
Sending to wrong person 0.94
Bug or vulnerability in app 0.50
Revenge porn 0.87
Hacking or stealing 0.92
Recipient will save sexts 0.83
End up online 0.73
Shared/shown to others 0.81
Seen accidentally by non-recipient 0.77
Recipient will misuse (Generic, Other) 0.73
Not concerned because trust partner 0.79
Not concerned because trust app 0.80
Not trusting companies 0.72
Access by government 1.00
Images will be used to impersonate sender 0.66
Accidentally posting publicly 1.00
Judgement from others (also: embarrassing) 0.76
Insecure network or cloud 1.00
Photos will be modified 1.00
Other 0.32

Table 17: Cohen’s Kappa for codes for open-ended question,
“What are your concerns related to sending sexts?”
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